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Załącznik nr 7 do SWZ
Znak sprawy: PCUW.261.3.2026
	OPIS PRZEDMIOTU ZAMÓWIENIA
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Zamówienie obejmuję zakup i dostawę serwerów w ilości 2 szt. o poniższych parametrach:
	Parametr
	Charakterystyka (wymagania minimalne)

	Obudowa
	· Obudowa Rack o wysokości 2U 
· Minimum 16 wnęk na dyski NVMe NVMe 2.5" hot-swap (PCIe Gen4 lub nowsze)

	Płyta główna
	· Płyta główna z możliwością zainstalowania do dwóch procesorów. 
· Płyta główna musi być zaprojektowana przez producenta serwera i oznaczona jego znakiem firmowym lub certyfikatem. 
· Na płycie głównej powinno znajdować się minimum 24 sloty przeznaczone do instalacji pamięci. 
· Płyta główna powinna obsługiwać min 2TB pamięci RAM.

	Chipset
	· Dedykowany przez producenta procesora do pracy w serwerach dwuprocesorowych

	Procesor
	· Zainstalowane dwa procesory serwerowe, min. 8-rdzeniowe, klasy x86-64 dedykowane do pracy z zaoferowanym serwerem, przeznaczone do pracy ciągłej 24/7

	RAM
	· Minimum 256 GB RAM DDR5,
· Możliwość rozbudowy 

	Kontroler RAID
	· Sprzętowy kontroler dyskowy, posiadający
· Możliwość konfiguracji poziomów RAID: 0, 1, 5, 6, 10.
· Cache z podtrzymaniem,
· Wsparcie dla dysków samoszyfrujących
· Obsługa dysków NVMe

	Dyski twarde
	· Zainstalowane: 
· Minimum 8 dysków NVMe PCIe Gen4 lub nowszych o pojemności min. 7.68TB,
· Zainstalowane dwa dyski M.2 NVMe SSD o pojemności min. 480GB z możliwością konfiguracji RAID 1.  z przeznaczeniem na system

	[bookmark: _Hlk133511311]Gniazda PCI
	· Minimum 4 sloty PCIe
· Obsługa PCIe Gen4 lub nowszych

	Interfejsy sieciowe/FC/SAS
	· Minimum 2 × 25GbE SFP28
· Dodatkowe interfejsy Ethernet min. 4x1Gb

	Wbudowane porty
	· minimum 4 porty USB, w tym USB-C i USB 3.x
· Port VGA

	Video
	· Zintegrowana karta graficzna umożliwiająca wyświetlenie rozdzielczości min. 1920x1200

	Zasilacze
	· Redundantne zasilacze Hot-Plug klasy Platinum lub wyższej, o mocy dostosowanej do konfiguracji

	Elementy montażowe
	· Komplet wysuwanych szyn umożliwiających montaż w szafie rack i wysuwanie serwera do celów serwisowych

	System operacyjny/dodatkowe oprogramowanie
	· Windows Server 2025 Datacenter
· nośnik fizyczny lub elektroniczny umożliwiający downgrade (ISO / VLSC / portal producenta)

	Bezpieczeństwo 
	· Zatrzask górnej pokrywy oraz blokada na ramce panela zamykana na klucz służąca do ochrony nieautoryzowanego dostępu do dysków twardych. 
· Wbudowany w serwer mechanizm pozwalający na weryfikację niezmienności konfiguracji sprzętowej serwera od momentu produkcji do dostawy do docelowej lokalizacji. Mechanizm ma również pozwalać na kontrolę otwarcia urządzenia w trakcie transportu, niezależnie od stanu zasilania.
· Możliwość wyłączenia w BIOS funkcji przycisku zasilania. 
· BIOS z obsługą Secure Boot.
· Wbudowany czujnik otwarcia obudowy współpracujący z BIOS.
· Moduł TPM 2.0 .
· Możliwość wymazania danych ze znajdujących się dysków wewnątrz serwera – niezależne od zainstalowanego systemu operacyjnego, uruchamiane z poziomu zarządzania serwerem
· Serwer musi być wyposażony w rozwiązanie zapewniające ochronę oprogramowania układowego przed manipulacją złośliwego oprogramowania. Ochrona taka musi być zgodna z zaleceniami NIST SP 800-147B i NIST SP 800-155. Jednocześnie Zamawiający wymaga, aby dostarczony serwer posiadał zaimplementowane sprzętowo mechanizmy kryptograficzne poświadczające integralność oprogramowania BIOS (Root of Trust).

	Karta Zarządzania
	· Niezależna od zainstalowanego na serwerze systemu operacyjnego dedykowany kontroler zarządzania (out-of-band) np. przez port RJ-45 Gigabit Ethernet umożliwiający: 
· Dostęp do zdalnej konsoli KVM
· Obsługa Virtual Media
· Obsługa SNMP / Redfish (lub równoważny) / IPMI
· Automatyczne aktualizacje firmware
· Integracja z AD

	Oprogramowanie do zarządzania
	· Oprogramowanie producenta do zarządzania infrastrukturą o minimalnych wymaganiach:
· Integracja z VMware vCenter
· Inwentaryzacja sprzętu
· Monitoring
· Automatyczne zgłoszenia serwisowe
· Integracja z Active Directory

	Oprogramowanie do monitorowania
	· Monitoring i raportowanie:
· Bieżące monitorowanie parametrów sprzętowych: obciążenia CPU, pamięci RAM, temperatur, poboru mocy, przepustowości, opóźnień i stanu komponentów.
· Wykrywanie anomalii oraz prognozowanie awarii w oparciu o dane historyczne.
· Generowanie raportów o stanie urządzeń, wykorzystaniu zasobów, konfiguracji komponentów oraz statusie gwarancji i licencji; możliwość eksportu do plików.
· Aktualizacja oprogramowania i firmware:
· Centralna aktualizacja oprogramowania zarządzającego i firmware wszystkich obsługiwanych urządzeń, w tym serwerów, systemów pamięci masowej, HCI i przełączników sieciowych.
· Bezpieczeństwo i role użytkowników:
· Analiza środowiska pod kątem zagrożeń i luk bezpieczeństwa, wykrywanie ataków typu ransomware, tworzenie polityk bezpieczeństwa oraz przypisywanie ról administratorom.
· Integracja i rozszerzenia:
· Integracja z Active Directory i platformami wirtualizacji (VMware, Hyper-V, KVM).
· Wsparcie dla funkcji Virtual Media, Redfish oraz wbudowanego wirtualnego asystenta opartego na GenAI.
· Możliwość rozbudowy o dodatkowe moduły monitoringu aplikacji i zarządzania incydentami.
· Dostęp i mobilność:
· Dostęp do funkcji monitorowania i zarządzania poprzez przeglądarkę internetową lub aplikację mobilną.

	Certyfikaty
	· Serwer musi być wyprodukowany zgodnie z normą ISO-9001:2015, ISO-50001 oraz ISO-14001
· Serwer musi posiadać deklaracja CE.
· Oferowane produkty muszą zawierać informacje dotyczące ponownego użycia i recyklingu, nie mogą zawierać farb i powłok na dużych plastikowych częściach, których nie da się poddać recyklingowi lub ponownie użyć. Wszystkie produkty zawierające podzespoły elektroniczne oraz niebezpieczne składniki powinny być bezpiecznie i łatwo identyfikowalne oraz usuwalne. Usunięcie materiałów i komponentów powinno odbywać się zgodnie z wymogami Dyrektywy WEEE 2002/96/EC. Produkty muszą składać się z co najmniej w 65% ze składników wielokrotnego użytku/zdatnych do recyklingu. We wszystkich produktach części tworzyw sztucznych większe niż 25-gramowe powinny zawierać nie więcej niż śladowe ilości środków zmniejszających palność sklasyfikowanych w dyrektywie RE 67/548/EEC. Potwierdzeniem spełnienia powyższego wymogu jest wydruk ze strony internetowej www.epeat.net potwierdzający spełnienie normy co najmniej Epeat Silver, dla kraju, w którym produkt będzie użytkowany, według normy wprowadzonej w 2019 roku - Wykonawca złoży dokument potwierdzający spełnianie wymogu.
· Oferowany serwer musi znajdować się na liście Windows Server Catalog i posiadać status „Certified for Windows” dla systemów Microsoft Windows Server 2022, Microsoft Windows Server 2025.

	Dokumentacja użytkownika
	· Zamawiający wymaga dokumentacji w języku polskim lub angielskim.
· Możliwość telefonicznego sprawdzenia konfiguracji sprzętowej serwera oraz warunków gwarancji po podaniu numeru seryjnego bezpośrednio u producenta lub jego przedstawiciela.

	Warunki gwarancji
	· Zamawiający wymaga 5-letniej gwarancji producenta, obejmującej wszystkie komponenty z zamówienia.
· Możliwość zgłaszania zdarzeń serwisowych 24/7/365 za pośrednictwem telefonu, portalu internetowego lub poczty elektronicznej.
· Gwarancja obejmuje dostęp do kwalifikowanej kadry technicznej producenta, z możliwością eskalacji krytycznych zgłoszeń do wyznaczonego koordynatora serwisowego.
· Zapewnienie pojedynczego punktu kontaktu dla całego rozwiązania, obejmującego sprzęt oraz dostarczone oprogramowanie.
· Każde zgłoszenie serwisowe musi być potwierdzone przez producenta lub serwis unikalnym numerem identyfikacyjnym, umożliwiającym śledzenie statusu naprawy.
· Zamawiający ma możliwość określania priorytetu zgłoszeń, w celu zapewnienia szybkiej reakcji serwisu na krytyczne awarie.
· Serwis powinien zapewniać reakcję na miejscu (Next Business Day - NBD) lub równoważne wsparcie gwarancyjne, zgodnie z najlepszymi praktykami producenta.
· Dostęp do narzędzi serwisowych i procesów wsparcia, umożliwiających m.in.:
· diagnostykę sprzętową i oprogramowania,
· predykcję potencjalnych awarii,
· wskazówki dotyczące bezpieczeństwa produktów,
· zdalne zgłaszanie i monitorowanie usterek.
· Możliwość rozszerzenia gwarancji o usługę diagnostyki sprzętu na miejscu w przypadku awarii, z uwzględnieniem szybkiej reakcji serwisu i wsparcia producenta w celu zapewnienia części zamiennych oraz wsparcia przy rozwiązywaniu problemów sprzętowych.
· Wykonawca lub producent musi posiadać certyfikaty ISO 9001:2015 oraz ISO 27001 dla świadczenia usług serwisowych oraz autoryzację producenta sprzętu, które należy załączyć do oferty.
· Warunki gwarancji muszą zapewniać wysoki poziom bezpieczeństwa i ciągłość działania infrastruktury IT, zgodnie ze standardami producenta oraz najlepszymi praktykami branżowymi.



lub rozwiązanie równoważne funkcjonalnie. Przez rozwiązanie równoważne Zamawiający rozumie rozwiązanie zapewniające co najmniej takie same funkcjonalności, poziom bezpieczeństwa, wydajności, dostępności oraz integracji, niezależnie od zastosowanej technologii lub producenta.
Zamawiający uzasadnia szczegółowy opis przedmiotu zamówienia koniecznością zapewnienia wysokiego poziomu bezpieczeństwa, ciągłości działania oraz standaryzacji środowiska IT.
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